Panel on Developing a Successful Security
Framework

« Moderator Marty Miller, an experienced CIO, will lead a discussion about the
latest security threats and how to develop an effective security program

— Hear from these individuals on how they guided their organizations in
initiatives such as IT security assessments and resource allocation

— Learn how the panel members mobilized real changes through
continuous communication to their executive team and board of

directors
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Marty Miller

Interim CIO at Verity Health System

Over 15 years of experience in healthcare IT leadership,
strategy and digital informatics

Partner at T2 Tech Group and current interim CTO at Verity
Health System.

Previous CIO and CTO at Children’s Hospital Los Angeles
from 2006 - 2014

In 2014, recognized in CRN’s Top 20 Most Innovative
Midmarket ClOs and Hospitals and Health Network’s Most
Wired list

Proven success record in cloud migrations, digital business
transformation, data center moves, EHR implementations
and new hospital openings

Worldwide IT Security Manger for Ingram Micro 2000-2003
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Bryan Kissinger, PhD

* Responsible for the overall IT risk management and information security program at San
Diego's largest private employer

« Has implemented robust data loss prevention strategies and security event and incident
monitoring (SEIM) capabilities

« Leads information and asset risk management functions, security architecture and
operations, policy development and implementation, and enterprise-wide security training

» Sharp HealthCare:
* A non-profit health care system

» Four acute-care hospitals, three specialty hospitals, two
affiliated medical groups, a health plan and more than
17,000 employees o
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Tamer Azmy

» 10 years of experience as a cybersecurity industry expert

* Responsible for Incident Response, Vulnerability Management, Penetration Testing,
Forensics, and eDiscovery

* Has served as a Manager of Cyber Security Engineering at Southern California Edison and
a Transportation Manager at Maersk Logsistics

+ Cedars-Sinai:
« Nonprofit academic medical centers

» 886 licensed beds, 2,100 physicians, 2,800
nurses and thousands of other healthcare

professionals and staff. C E DAR S_S I NAI@
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Gary Gooden

» Over 20 years of experience in technology infrastructure and application development
» Drives CHLA's IT security strategy

+ Designed a strategy to modernize the information security footprint within the hospital
environment and is currently executing this initiative

« Children’s Hospital Los Angeles:
* A nonprofit pediatric academic medical center

» Provides pediatric health care to more than 111,000 1 ’
children each year, offers more than 350 pediatric Ch | I d rens

specialty programs, provider of more than $232.6 H oS P | TG I "
million in community benefits. LOS ANGELES.
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Nolan Garrett

« Partnered with leading healthcare organizations and acted as CIO and/or CISO for world-
wide enterprises

» Successfully grew one of the largest professional IT security services firms in the Spokane
area

* Honored with Tech Titans (Jan. 2014) and Best Business (2013) awards from Catalyst
Magazine

* Verity Health System:

* A non-profit, non-religious health care system
that comprises six California hospitals

« 1,650 inpatient beds, six active emergency rooms \ verity Health

and more than 8,000 employees and physicians
Together in Health
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Iteration Adaptability

Urgency

Schedule

Questions?
Thank you for time and participation
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